B.Sc 6™ Semester Computer Science Syllabus in
Hindi (Based on NEP-2020)

R 1: 32T FHAHA 3R YR Ae¢dd (Data Communication and

Computer Network)

. &I $Is: BO70601T
. HfET 4
gah13dT 3R fdaRoT (Units & Details):
. A< I: Hohal T IRET (Introduction to Signals)

o faWH: 3271 3R YT, 31 4R T fGAYdIU 3R g, 31
gdTg (Simplex, Half Duplex; Full Duplex), TATATT 3R
fefsieet fAmeT |

o IQTEROT: 51 WS "o’ § (R g ahd §), ST
A1l BT "ol st ¢ (SH1 d ¥ U 1Y dTd
qhd B)|

. gfA2l: 7eqd HT YFRAT JTYROMT (Basic concepts of

Networks)

¢ fa9g: Acqd i, SIaIATsT (Topology), Feddh WIeiaie,
OSI ATSeT 3R TCP/IP YIeTchlcd Y T faaxor|

o 3GTEIUT: 'Star Topology' # ¥+ g Ueh AT &4 (Hub) ¥
318 B1d &, 31 Ueh 371hy T T3-W%Tg e

. e IlI: fRf5ihet AR (Physical Layer)

o Ta9g: hdfeiTr, Acddh €%y &1 (NIC), TiIfaR Hifsar
39T i R, g9, fosT, =, I3ex 3R e




o 3ETEY0T: 3R T 3YANT 39 B8R & se1¢ &l fafy~T
f&ared (3 BIF, MUCTY) dh Uga™ & foiv T SiTdT 2|

. A< IV: 3T feid &I (Data Link Layer)

o fa9T: BHT, TR faearF (Checksum, CRC), TR daRTH
(Hamming codes), TAT8faT fdsl Ylelaiat 31k MAC
IR (Ethernet, ALOHA)|

o 3QTEYOT: 51 2T WIT STTdT €, dT "Checksum'<Jg Siiddl ¢ fh
I & ST WIS dT el gai|

. gfAe V: Aedd oiaR (Network Layer)

o fawg: faf<, IBET TeiReH, $e3Ae Yrelhid (IPv4,
IPv6), IP TG 31X ICMP, ARP DHCP 3IW JIeiahiol|

o 3STEXVT: &% fSdTgH &l 3191 U Gf+Ih IP UgH gIdT &, 519
3Tqh TR T UdT, dTfch SeT.Hel 5778 Ugd Hab|

. gfAe VI: TEIIE @] (Transport Layer)

> faN: SigaTe M AGT0, TCP 37k UDP Wi, i
chaleT (Congestion Control) 31R &aTfeidl 3iT% AfdT (QoS)|

o/ 33TERTT: 'TCP" T 3UANT Ad IdT & 59 ST ol Hel IgdHl
SEY BT (A ), STdfh 'UDP' T 3TN Afea) Shifei
gIdT & 58l T8 e 51 ¢

. gfEVIIi: T ®IR (Application Layer)

o fa¥: HTTP WWW, eHIe (telnet), FTP 3iR SMTP 3\
YieTehlel 3R |aTv|

o 3aTEYUT: 519 3119 §135R ¥ dd9Tsc Wield g, dl 3119 'HTTP’
HIeThieT bl 3TN R I 2 ¢l



. AT VIII: 9eqh G (Network Security)

o faYT: ATHT 2Usq, BRIGTA (Firewalls) 3R a<37eT YTSdc
dcdah (VPN)|

o 3STEYYT: 'Firewall' Udh &I TS I dXE & 51T AA<Te ST i
MY HEX F MM F JAehdT &

YR 2: |TgaR YRET 3R WIgaR I (Cyber Security & Cyber,Laws)
. P FIS: BO70602T
. hfsc: 4

gahrgdr 3R fdaror (Units & Details):

. A< |: AT YOIl T IRFGF (Introduction to Information
System)

o AT AT YUl & 9hR 3R fahN, CIA ATSeT
(Confidentiality, Integrity, Availability), ATgaX JR&IT T
TG |

o 3QIEOT: 'CIA' ATSeT Ig GIATId T g feh 3TqehT ST {51
e (Confidentiality), gl ¥ (Integrity) 31K 5d U84 WX
3T Ig (Availability)|

o < |1 JIAT YT AISeT (Information Security Model)

o T Y& §He1 (Active 3R Passive Attacks), gR&T d
3R YR&T /41U (X.800) ]

o 3STET: 'Passive Attack’ H gHcTaR % 31T aTd GAdr
g, 5Tdfch 'Active Attack' ® @€ 319 AT HI 9aed HhdT ¢

. < |11: YT GR&IT dh1dh (Information Security Techniques)



o fa9T: @ UTHhT (Cryptography) T IR, W & ThR
(Substitution, Transposition), 3{R Y& TTIREH|

o 3GTEXOT: fodil |IEMROT #UT "HELLO" &l Tt IS "KHOOR"
¥ geoT fhe T 2

. gfFe Iv: frrufhas Melald-1 (Cryptographic Protocols-1)

o fAYT: 99-q 82 harRIF (One-Way Hash function) 3iR
HEORIAT YIcIahiol (Arbitrated Protocols)]

o 3QTEY0T: UTHdS ol GRfeTd Wa— & U 3482 (Hash)
gaodT SITdT & difch plg el YTHdS 9.3 Jb|

. gfAe v: freurfthes Welald-1l (Cryptographic'Protocols-1)

o faug: dfecich T feheIuThT (Public key/cryptography),
fefsteet TR 3R fafsicat aicafdhT dhia|

o 3TEXVT: 'Digital Signature’ I8 ITfad &dT g fob gxdTast
3T feh 3 2 AT &

. AT VI: QRATAIGAT (Security Policies)

o A9 AaQl T 3raghdr, Www Aifaai, SHet gram Aifaai
IR rafke |

s 43QTERUL; huf=al # g gidT & fdh hHART 31941 Iae
feoHY bl &1 9dTUT, I8 U 'Security Policy’ &1

. A< VII: GI3R FIA | (Cyber Laws |)

o AN AT GRET qTHh, IT U 2000 & e, fefsicet
SIAI T IR

o 3STEYUT: HRd H 3¢ W g1 ITet 3TIRTE ol F1T 'IT Ude
2000' & T&d dF T STTdT g




. A VIII: F1gaR BT Il (Cyber Laws 1)
o fav: difge YUer 3SR (IPR), HIIRISE FHIA, 4T ST
3R YTFedaR ATSHY |
o 3CTEXOT: feheil TR ST S-TAT G3T AT faAT 31qAfd
SXAHTA AT 'Copyright’ I &l 3eoiad g
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